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*** BEGIN CHANGES ***
[bookmark: _Toc19197320]6.1.1.2.2	The Binding Support Function (BSF)
The BSF has the following characteristics:
-	The BSF stores information about the user identity, the DNN, the UE (IP or Ethernet) address(es), the DN information (e.g. S-NSSAI), and the selected PCF address and a binding Indication for a certain PDU Session. This information is stored internally in the BSF.
-	The PCF registers, updates and removes the binding information from the BSF using the Nbsf management service operations defined in TS 23.502 [3].
-	The PCF ensures that it is updated each time an IP address is allocated or de-allocated to the PDU Session or, for Ethernet PDU Sessions supporting binding of AF request based on MAC address, each time it has been detected that a MAC address is used or no more used by the UE in the PDU Session.
-	Based on operator's policies and configuration, the PCF determines whether the same PCF shall be selected for the SM Policy associations to the same UE ID, S-NSSAI and DNN combination in the non-roaming or home-routed scenario.
NOTE 1:	This applies to usage monitoring.
-	If the PCF Set is supported, the PCF indicates the binding indication, which is defined in clause 6.3.1 of TS 23.501 [2], to be stored at the BSF. The binding indication is used for the subsequent PCF discovery, e.g. the original PCF is unavailable. 
-	The selected PCF (if needed) downloads the user profile from the UDR as described in TS 23.502 [3] 4.16.4 step 2. If usage monitoring is enabled for the user, and based on operator's policies, the PCF checks if the BSF has already existing PCF serving the combination of SUPI, S-NSSAI, DNN.
-	If no such PCF is found the PCF shall register itself to the BSF as described above in this clause.
-	Else if an existing PCF is found for the above combination, the PCF shall return to the SMF the PCF ID of the existing PCF and a redirection indication.
NOTE 2:	The assumption is that for DNN, S-NSSAI combinations where usage monitoring be applied, the same BSF instance or the same BSF SET is selected for all UE PDU sessions to the same DNN, S-NNSAI.
-	For retrieval binding information, any NF, such as NEF or AF, that needs to discover the selected PCF for the tuple (UE address, DNN, S-NSSAI, SUPI, GPSI) (or for a subset of this Tuple) uses the Nbsf management service discovery service operation defined in TS 23.502 [3].
-	The NF may discover the BSF via NRF or based on local configuration. In case of via NRF the BSF registers the NF profile in NRF. The Range(s) of UE IPv4 addresses, Range(s) of UE IPv6 prefixes supported by the BSF may be provided to NRF.
-	When receiving the request to retrieve the serving PCF and the binding indication is stored, the BSF (re-)selects the PCF as described in Table 6.3.1.0-1 of TS 23.501 [2]. 
The BSF may be deployed standalone or may be collocated with other network functions, such as PCF, UDR, NRF, SMF.
NOTE:	Collocation allows combined implementation.

*** 2nd CHANGE  ***
[bookmark: _Toc19197376]6.2.3	Application Function (AF)
The AF functional description in clause 6.2.3 of TS 23.203 [4] applies with the following clarifications:
-	the mechanism for an AF to select a PCF associated to a PDU Session is described in clause 6.1.1.2 of the present specification
-	the mechanism for RAN user plane congestion mitigation is not specified in this release and as a consequence will not trigger a re-try interval in the interaction between PCF and the AF.
-	In case of private IP address being used for the end user, the AF may send additional DN information (e.g. DNN). This information is used by the PCF for session binding, and it is also used to help selecting the correct PCF
In addition to the functionality described in clause 6.2.3 of TS 23.203 [4] the AF may contact the PCF via the NEF following the same functional description as when the AF contacts the PCRF via the SCEF described in TS 23.203 [4].
The AF may subscribe in the PCF to receive notifications when the QoS targets can no longer (or can again) be fulfilled for a particular media flow. At the time the PCF gets notified that the GFBR can no longer (or can again) be guaranteed for a PCC rule, the PCF notifies to the AF the affected media and provides the indication that the QoS targets can no longer (or can again) be fulfilled. The AF behaviour is out of the scope of this TS.
NOTE 1:	AF subscription to notifications that QoS targets can no longer (or can again) be fulfilled which results in the setting of the QoS Notification Control in the PCC rule is only applicable to applications being able to adapt to the change of QoS (e.g. rate adaptation) for GBR flows.
To support sponsored data connectivity the AF may provide the PCF with the sponsored data connectivity information, including optionally a usage threshold, as specified in clause 6.2.1.1. The AF may request the PCF to report events related to sponsored data connectivity.
NOTE 2:	Annex N in TS 23.203 [4] describes the scenario for sponsored data connectivity.
If the PCF Set is supported, it should be possible for any PCF within the PCF Set to handle the request from AF. The association between AF and PCF needs to be unique per PCF Set.  At any time the AF may interact with BSF to retrieve the serving PCF, e.g. when the original PCF is not available. When the AF sends the request to the selected PCF the AF always provides the same App Session ID to the PCF regardless whether a new PCF is selected by the BSF. The selected PCF handle the service request based on the received App Session ID, i.e. retrieve the old App Session Context. 

*** 3rd Change  ***
[bookmark: _Toc19197399]Annex C (Normative):
Support for Application Functions supporting Rx interface
To allow the 5G system to interwork with AFs related to existing services, e.g. IMS based services as described in TS 23.228 [5], Mission Critical Push To Talk services as described in TS 23.179 [6], the PCF shall support the corresponding IMS procedures defined in the main body of this TS via Rx interface. This facilitates the migration from EPC to 5GC without requiring these AFs to upgrade to support the Npcf_PolicyAuthorization services in Rel-16.


Figure C-1: Interworking between 5G Policy framework and AFs supporting Rx interface
Session Binding applies for PDU Sessions of IP type only
The functionality described for Multimedia Priority Services (clause 6.11) and Mission Critical service (clause 6.19) applies via Rx interface.
In order to support IMS Emergency services over Rx interface, in addition to the functional description in clause 6.10, the following applies: The PCF shall provide the IMEI and the subscriber identifiers (IMSI, MSISDN) (if available), received from the SMF at PDU Session establishment, if so requested by the P-CSCF. The PCF derives the IMEI from the PEI, the IMSI from the SUPI and the MSISDN from the GPSI.
NOTE 1:	TS 23.501 [2] defines both 5G identifiers, SUPI, PEI and GPSI and then how they are allocated to allow interworking with functional entities not supporting 5G identifies such as P-CSCF.
Any AF using Rx, such as P-CSCF, the BSF determines the selected PCF address according to the information included in the incoming Rx requests and the information stored at the BSF. The BSF is able to proxy or redirect Rx requests targeting an IP address of a UE to the selected PCF.
If the PCF Set is supported, when the AF wants to change the serving PCF, e.g. the original PCF is unavailable, the AF initiates a new Rx session establishment request including the old Rx session ID towards the BSF. The BSF determines a PCF as defined in clause 6.1.1.2.2. The selected PCF handles the Rx session establishment request based on the old Rx session ID, i.e. retrieve the old Rx Session Context.
The following event reporting is supported over Rx interface:
Table C-1: Events relevant for reporting from the PCF
	Event
	Description
	Availability for Rx Session

	PLMN Identifier Notification
	The PLMN identifier where the UE is currently located.
	Yes

	Change of Access Type
	The Access Type and, if applicable, the RAT Type of the PDU Session has changed.
	Yes

	Signalling path status
	The status of the resources related to the signalling traffic of the AF session.
	Yes

	Access Network Charging Correlation Information
	The Access Network Charging Correlation Information of the resources allocated for the AF session.
	Yes

	Access Network Information Notification
	The user location and/or timezone when the PDU Session has changed in relation to the AF session.
	Yes

	Reporting Usage for Sponsored Data Connectivity
	The usage threshold provided by the AF has been reached; or the AF session is terminated.
	Yes

	Resource allocation status
	The status of the resources related to the AF session (established/released).
	Yes

	QoS targets can no longer (or can again) be fulfilled
	The QoS targets can no longer (or can again) be fulfilled by the network for (a part of) the AF session.
	No

	Out of credit
	Credit is no longer available.
	Yes



*** END CHANGES  ***
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